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Events Added Since 14 May 2004

30 Jun 04 Army IT Day  The theme this year is “Army at War: Relevant & Ready Through Technology” and is being
held at the McLean Hilton in Tysons Corner, VA from 8:00a.m. – 6:00 p.m.  For more information and online
registration:  http://www.afceanova.org/events/armyitday

13-15 Jul 04 Do It Yourself Vulnerability Assessment Program (DITYVAP) Certification Training at Cobb Hall,
Fort Gordon, GA. The goal of DITYVAP is to provide unit and command level systems and network
administrators with certification training and an organic capability to perform self-assessments on
internal networks. Training, state-of-the-art vulnerability assessment tools and techniques and other
technical support is provided by RCERT-South with the ACERT-CDAB as the central authority. For
more information, visit the RCERT-South Web site at http://www.rcert-s.army.mil

27-28 Jul 04 Perspectives on C2 Assessment: Theory & Practice Information and intelligent C2 systems are key to the
success of the warfighter. The effective C2 system must enable the warfighter to combine all aspects of
warfare - intelligence, operations, battle damage assessment, logistics - and communicate this information
with the joint forces at all echelons.  Additionally, a carefully assessed C2 strategy can leverage new
warfighting capabilities to the combatant commanders, rendering fewer unknowns, environmental flexibility
and a reduced staff. Attend IDGA's 2-day seminar and learn how to: Analyze C2 theory, doctrine and
applications, Improve the practice of command and control, take full advantage of existing technologies in this
age of information superiority, and develop a methodology for effective C2 assessment strategies, risk & cost
planning, and reporting tactics.  For more information:  http://www.idga.org/cgi-
bin/templates/singlecell.html?topic=222&event=5012

17-19 Aug 04 Do It Yourself Vulnerability Assessment Program (DITYVAP) Certification Training at Cobb Hall,
Fort Gordon, GA. The goal of DITYVAP is to provide unit and command level systems and network
administrators with certification training and an organic capability to perform self-assessments on
internal networks. Training, state-of-the-art vulnerability assessment tools and techniques and other
technical support is provided by RCERT-South with the ACERT-CDAB as the central authority. For
more information, visit the RCERT-South Web site at http://www.rcert-s.army.mil

21-23 Sep 04 Do It Yourself Vulnerability Assessment Program (DITYVAP) Certification Training at Cobb Hall,
Fort Gordon, GA. The goal of DITYVAP is to provide unit and command level systems and network
administrators with certification training and an organic capability to perform self-assessments on
internal networks. Training, state-of-the-art vulnerability assessment tools and techniques and other
technical support is provided by RCERT-South with the ACERT-CDAB as the central authority. For
more information, visit the RCERT-South Web site at http://www.rcert-s.army.mil

28-29 Sep 04 Electronic Warfare 2004 in London UK.   The theme of the conference is Examining the requirements,
doctrine and systems that will prove crucial to EW dominance in the Future Joint Battlespace.  Conference
highlights include:  Latest international requirements for Joint EW Operations, analysis of how learnings from
recent conflicts are impacting future plans and doctrine, focus on key platforms, programs and technologies
including the EA-18G, Chinook, DIRCM, Nulka and MoDAS, dedicated sessions on protection for civil
aircraft, and tailored networking opportunities to promote international partnerships
For more information:  http://www.idga.org/cgi-
bin/templates/document.html?topic=228&event=5134&document=42304
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28-29 Sep 04 DoD Architectures - Framework, Development & Implementation  IDGA is proud to announce our 2nd
Conference on DoD Architectures. This event was developed as a direct response to feedback from our past
conference attendees regarding the continuing need for a training forum that presents all of the changes,
updates and revisions to architecture development in the Department of Defense. The main focus of this
briefing will be the implementation of Enterprise Architectures for the DoD. Building on the success of our
February 2004 meeting, which attracted over 250 senior members of the defense community, attendance at
this conference will enable people to discuss implementing the necessary tools and processes for a compliant,
effective architecture.  For further information and registration:  http://www.idga.org/cgi-
bin/templates/singlecell.html?topic=233&event=5158

COMPLETE CALENDAR AS OF 01 June 2004

2-4 Jun 04 Government Solutions Forum at the Ronald Reagan Building, Washington, DC.  Attend the only event
focused exclusively on E-Government solutions. What's working and what's next?  Developed to meet the
demands of the evolving E-Government market, this unique annual event spotlights the rules, tools and
solutions necessary for running the business of government. It's where government leaders explore past
successes and look ahead to what's next for improving agency effectiveness, efficiency and service delivery.
For more information:   http://www.e-gov.com/events/2004/gsf/

03 Jun 04 Implementing IT Best Practices for Results at the DoD is being held at the Norfolk Waterside Marriott in
Norfolk, VA.  This complimentary briefing for DoD IT professionals will focus on how implementing
enterprise software solutions based on recognized best practices, like ITIL, can help meet the requirements of
executive-sponsored initiatives that focus on improving, securing, and preparing DoD IT infrastructure for: §
Net-Centric transformation, Information on-demand, Operational readiness for the networked battle force,
Net-Centric enterprise services, Measuring IT’s operational capabilities and performance 7:30 a.m. - 12:30
p.m.  For more information:  www.remedy.com/gov

5–19 Jun 04 (Mobile) CERT Operational Training Experience (OTE)  - ID:  NGB-AIS-OTE.  A 14-day training class
held at Camp Murray, Tacoma, WA trains Computer Emergency Response Teams (CERTs) in support of
Information Operations. This course is designed to train students to protect networks by constructing multiple
layers of computer network defense in depth.  Additionally, there is a three-day hands-on situational training
exercise (STX).   Students must complete information operations IO101 and IRH prior to attending.  Students
must have network and system administration experience in either WINNT or UNIX.   For further
information: http://www.vtguard.com/IO/index.htm or call (802) 485-1933.  Course can be located in the
Army Training Requirements and Resource System (ATRRS) under School Code 1019.

7 Jun 04 Naval Information Warfare Staff and Operations Course  (NIWSOC) at CIN: A-2G-0116  being held at
FIWC, IWTF,  Norfolk, VA.  CIN: A-2G-0116 - Class number FY0405- Graduates 18 JUN 04.  The course
mission is to prepare those personnel assigned or enroute to Information Operations (IO) assignments on a
Naval Component, Afloat or Shore Staff. It is also suitable for individuals involved in IO as Naval
representatives assigned to DoD or other U.S. government agencies or service component headquarters. The
course provides students with the fundamental knowledge and skills to conduct Naval IO. The course
emphasizes practical application and recent experiences that may be applied to current challenges. Topics
include: Core elements and supporting activities of IO; IO policy, doctrine, and organization; IO capabilities
and related activities; IO planning and targeting; and Naval-specific considerations. Students are required to
demonstrate their learning by successfully completing an end of course examination and through participation
in comprehensive practical exercises that are integrated throughout the course. Some students may be asked to
provide presentations on IO/IW operations and organization in the activity to which they are assigned.   Four
quotas per class reserved for USMC.  For directions visit http://www.fiwc.navy.mil/info/directions.shtml.
Course schedules and Curriculum outline can be viewed at
http://ekm.netwarcom.navy.smil.mil/n92/NIWSOC.htm
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7-9 Jun 04 10th Annual Gartner IT Security Summit will be held at the Marriott Wardman Park Hotel, Washington,
D.C.  Information security is more precarious than ever. Unrivaled in size, scope and significance, Gartner IT
Security Summit hits the sweet spot between strategic planning and tactic advice. It covers the new and
emerging technologies that best suit your enterprise, as well as the policy, planning and compliance issues you
must understand to serve your organization's specific business needs. Join our team of renowned analysts,
along with innovative CIOs and CEOs, industry experts, and world-class technology providers for a vital 3-
day forum on the state of IT security today, from the network to the boardroom.  For more information:
http://www3.gartner.com/2_events/conferences/sec10.jsp

7-10 Jun 04 Army IT Conference in Hershey, PA.  The Army Small Computer Program proudly hosts the Army’s most
powerful Information Technology Conference attracting more than 500 attendees including Army, DOD,
Federal/Government employees, Support Contractors, Industry and Exhibitors. The conference brings together
the most important and knowledgeable people driving the Army’s present and future IT requirements. The
conference is packed with exciting guest speakers from DOD and Industry and includes an exhibition hall
consisting of over 30 exhibitors showcasing the latest IT Products and Services available on ASCP contracts,
including the newest ITES award.  For more information:  ascp.monmouth.army.mil

7-11 Jun 04 Joint Psychological Operations Course (JPOC) The Joint Psychological Operations Course will be held at
the US Air Force Special Operations School/Joint Special Operations University, Hurlburt Field, FL.  The
JPOC is designed to educate U.S. military personnel, E-4 through O-5, and civilian equivalents whose duties
require an understanding of joint psychological operations (PSYOP).  It is suitable for SOF, force protection,
intelligence personnel and those who require a solid understanding and appreciation of joint PSYOP
capabilities.  The course provides participants with fundamental knowledge of PSYOP policy, doctrine, and
supporting organizations and capabilities.  Additionally, experienced PSYOP personnel may benefit from
presentations that highlight PSYOP application during current operations and in support of Theater Security
Cooperation Plans. The course includes selected presentations at the collateral Secret level. The course
description is located on the Course Webpage at: http://www.hurlburt.af.mil/jsou. Other inquiries may be
addressed to unclassified email: jsou.jpoc@hurlburt.af.mil.

7-11 Jun 04 National OPSEC Conference and Exhibition will be held at the Baltimore Marriott Waterfront Hotel in
Baltimore, Maryland.  The conference is designed to provide training and networking opportunities
for professionals in management, security , intelligence, infrastructure protection, counterintelligence, military
operations, public safety and related fields.  The conference offers a unique opportunity for OPSEC
practitioners and professionals from related fields to network and develop contacts and resources. No other
event brings together the number and quality of experts that can be found at this conference. Training is
offered in the form of pre-conference full-day and half-day courses some of which carry accreditation from
the National Cryptologic School. Workshops and seminars are incorporated into the conference schedule
throughout the week. Workshops focus on practical skills and tools that OPSEC officers can immediately
apply to OPSEC analysis and program management. Further information will be posted at www.iaevents.com
at the IOSS website.

7-18 Jun 04 Joint Information Warfare Staff and Operations Course (JIWSOC).  Class S-04-6 will be held at the
Joint Forces Staff College (JFSC), Norfolk, VA.  The JIWSOC is designed to educate individuals assigned or
en route to an Information Operations cell on a Unified Command or JTF staff.  The course is also highly
suitable for individuals involved in IO issues assigned to a DoD Agency, Chairman Sponsored Activity, or
Service Component supporting a Combatant Commander.  The course provides broad exposure to IO and IW
through staff lectures, seminars, case studies, panel discussions, guest speakers, and practical applications.
The course is taught at the TS/SCI level.  POC unclassified email: JCIWS-IW-QUOTA@jfsc.ndu.edu.
Additional IW Division information is available at the JCIWS unclassified web page:
http://www.jfsc.ndu.edu/schools_programs/jciws/iw/default.asp
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7-25 Jun 04 FA30 Information Operations Qualification Course.  Will be held at Fort Leavenworth, KS.  Course is
designed to train FA 30 officers for initial assignments in IO.  The course includes an in-depth study of IO,
including the elements of offensive and defensive IO.  These elements are studied from the perspective of the
FA 30 officer, who has integration, coordination, and synchronization responsibilities.  Special emphasis is
placed on IO planning and planning products, as well as attendant decision support tools available to the IO
officer.  Students hone their planning skills and demonstrate their knowledge of IO in a series of practical
exercises (PEs) and product development exercises.  This educational experience prepares IO officers for
assignments at tactical and operational echelons where they are expected to coordinate, integrate, plan, and
execute IO.  A distance-learning phase is a prerequisite to this course and opens approximately 90 days prior
to the resident phase.  Limited seating is available to active, reserve and National Guard FA30 officers. POC:
Mr. Stephen Becker (913) 684-3089; DSN: 552-3089; beckers@leavenworth.army.mil

8-10 Jun 04 Transformation Technet 2004 is being held in Virginia Beach, VA at the Virginia Beach Pavilion
Convention Center.  The theme of the conference is "Achieving Decision Superiority."  The agenda will focus
on:  Lessons Learned and Operational Challenges from Operations Enduring and Iraqi Freedom, Intelligence
and Decision Superiority, Transformation, Concept Development and Prototyping, New Paradigms for C2 and
Decision Superiority.  For more information and to register:  http://afcea.org/transformation04/default.asp

8-10 Jun 04 Army IT Conference will be held at the Hershey Lodge and Convention Center in Hershey, PA.  The Army
Small Computer Program proudly hosts the Army’s most powerful Information Technology Conference
attracting more than 500 Army DoD, Federal/Government Employees, Support Contractors and Industry and
Exhibitors. The conference brings together the most important and knowledgeable people driving the Army’s
present and future IT requirements. The conference is packed with exciting guest speakers from DoD &
Industry and includes an exhibition hall consisting of over 40 exhibitors showcasing the latest IT Products and
Services available on ASCP contracts.  The conference is FREE!! for all Army, DoD, Federal/Government
employees, Support Contractors and Exhibiting Vendors. For Industry Attendees without a direct Government
Support Contract, a registration fee of $100 is required.  For more information:
https://ascp.monmouth.army.mil/scp/aitc/generalinfo.jsp

10-11 Jun 04 Annual IEEE Information Assurance Workshop is being held at U.S. Military Academy in West Point,
N.Y.  The workshop is designed to provide a forum for Information Assurance researchers and practitioners to
share their research and experiences. Attendees hail from industry, government, and academia. The focus of
this workshop is on innovative, new technologies designed to address important Information Assurance issues.
TWO new tracks have been added this year; one for Best Practices and one for Honeynet Technologies.  For
more information:  http://www.itoc.usma.edu/workshop/2004/index.html

11-13 Jun 04 TechNet 2004 is being held at the Washington Convention Center in Washington, D.C.  TechNet
International is an annual event sponsored by AFCEA International. The 3-day event is one of the nation's
largest C4I conventions and expositions and features numerous professional development opportunities and
tremendous networking opportunities.    For more information:
http://www.technet2004.org/generalinfo_faq.htm

14-16 Jun 04 NetSec 2004 is being held at the Hyatt Regency Embarcadero , San Francisco, CA.  It is the industry's
premier conference devoted entirely to the security of networked information systems. NetSec '04 offers over
100 sessions: lectures, case studies, discussions, tutorials and keynotes designed to increase both your
management and technical know-how and make you a better practitioner.  When it comes to technology,
NetSec focuses on leading-edge security technologies in the 21st century. The program covers a broad array
of topics, including awareness, privacy, policies, wireless security, VPNs, remote access, Internet security and
more.  The Exhibition June 14-15 features over 90 security vendors, from the industry leaders to new up-and-
coming companies--the easiest way for you to research and learn about the products you need.  For more
information:   http://www.gocsi.com/events/netsec.jhtml
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14-18 Jun 04 2004 PKI/PKE Forum The overall theme of the June PKI Users' Conference will be Identity Management.
This theme is being driven by the recent restructuring of the Seniors' PKI, BMO and ACO Management
groups into a single Identity Management focus group. The objective of this conference is to provide
something of value for all attendees. We are anticipating many varied communities of interest: the policy
makers, the technical folks and major DoD topical communities who have not been previously engaged with
biometrics, CAC and PKI. We are hoping to have a law enforcement track where our DoD criminal
investigators gain access to the PK technicians and discuss the impact of PKI on law enforcement.  For more
information and registration:  https://www.iaevents.com/PKIPKE04/newinfo.cfm

14-25 Jun 04 Information Operations (210) Course  - ID:  NGB-AIS-IO  (210) – Mobile Training (MTT) Institution at
Camp Mabry, Austin, TX.  This 11 day class trains Field Support Team (FST) members to plan Information
Operations (IO) using the Army’s Military Decision-Making Process (MDMP). The course is presented in two
blocks.  Block I reacquaints students with the elements of IO, thoroughly familiarizes them with MDMP, and
teaches students how to employ MDMP for IO planning.  Block II, requires students to apply the knowledge
and skills acquired during Block I as they plan IO under more realistic and stressful conditions. Prerequisites:
Must complete Information Operations 101 prior to attending.    For further information:
http://www.vtguard.com/IO/index.htm  or call (802) 485-1933. Course can be located in Army Training
Requirements and Resource System (ATRRS) under School Code 1019.

14-16 Jun 04 NetSec 2004 being held at the Hyatt Regency Embarcadero in San Francisco, CA.  NetSec 2004 is the
industry's premier conference devoted entirely to the security of networked information systems. NetSec '04
offe9rs over 100 sessions: lectures, case studies, discussions, tutorials and keynotes designed to increase both
your management and technical know-how and make you a better practitioner.   It focuses on leading-edge
security technologies in the 21st century. The program covers a broad array of topics, including awareness,
privacy, policies, wireless security, VPNs, remote access, Internet security and more.   For more information
and registration:   http://www.gocsi.com/events/netsec.jhtml

16-17 Jun 04 FISC (Federal Information Security Conference) 2004 will take place at historic Antler`s Hotel (Adam`s
Mark) in downtown Colorado Springs. The hotel is a convenient location for the local federal and military
personnel.  It will feature three tracks covering the latest in Information Security:  Security Policies/
Guidelines, Technologies & Trends, and Protecting Critical Information.  Government and industry leaders
will be speaking on many of the following critical topics: Global Information Grid (GIG-IA), System
Certification & Accreditation, Common Criteria/CMVP, DoD IA Strategic Plan, Wireless Security Policies,
Crypto Modernization, Information Hiding, Smart Cards, Security and VPN, Storage Networking, PKI, Web
Security, Network & System Security, Threats & Vulnerabilities, and Security Awareness & Education. For
more information:  http://www.fbcinc.com/event.asp?eventid=Q6UJ9A0078BN

20-23 Jun 04 NMCI Industry Symposium is being held at the Marriott in New Orleans, LA.  This year’s Symposium will
emphasize dialogue among the Department of the Navy (DON), the NMCI program office, and the IT
industry. Members of the IT industry will also learn how to partner with EDS to deliver IT capabilities to the
Navy and Marine Corps via NMCI. Confirmed Speakers include: The Honorable Gordon England, Secretary
of the Navy; Mr. Dave Wennergren, Chief Information Officer, Department of the Navy; Mr. Steve Ehrler,
Program Executive Officer for Information Technology; RADM Chuck Munns, USN, Director of NMCI; and
Mr. Jeff Heller, President and Chief Operating Officer, EDS.  For more information and registration:
http://www.nmcisymposium.com/

21-25 Jun 04 Information Operations Fundamentals Course FY04-04050.   To be held at EWTGLANT, Little Creek
NAB, Norfolk, VA. Course available to all officer or enlisted personnel of any branch of service involved in
the operational planning of units for employment as expeditionary forces, and to civilian personnel from
DOD, State Department, and intelligence agencies/organizations, who participate in the planning and/or
mission execution of expeditionary forces.  The course provides a fundamental knowledge of the strategy,
concepts, major capabilities and associated methodologies of IO that will enable the student to successfully
integrate IO into the expeditionary warfare environment.  A Secret clearance is required.  Quotas may be
requested via homepage: www.ewtglant.navy.mil   http://www.ewtglant.navy.mil , call DSN 253-7343,
COML: (757) 462-7343, or email at  QUOTAS@EWTGLANT.NAVY.MIL  mail to:
QUOTAS@EWTGLANT.NAVY.MIL POC is Major Sanders (IO Course Manager):  DSN: 253- 8685,
COML: (757) 462-8685 or GySgt Durham (IO Senior Instructor): DSN 253-7748, COML: (757) 462-7748.
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26-27 Jun 04 Homeland Security Technology Summit is being held at the Sheraton Imperial Hotel & Convention Center,
Research Triangle Park, North Carolina.  Understand the key Homeland Security issues facing public and
private sectors. Establish what can and should be done to address these challenges in a practical, cost
effective, and timely manner. ·Explore a range of existing and new technologies that will enable Homeland
Security solutions. Extensive demos will be available and several new technologies will be unveiled for the
first time. Define a roadmap for technologies, which will be required to be developed.  Build a collaborative
framework between the private and public sectors to jointly create, design, implement, and rollout Homeland
Security solutions. ·Provide a unique networking environment. Please check web site for details:
www.ozonelink.com

28-30 Jun 04 3rd Annual Government Symposium on Information Sharing & Homeland Security is being held at
Royal Pacific Resort at Universal Studios in Orlando, Florida.  This Convention will: Clarify the leadership
role of the Department of Homeland Security, describe how federal agencies support state and local partners
and identify shortfalls, review lessons learned from various pilot programs, operations and experiences and
highlight "Best Practice" initiatives by jurisdictions of all levels.  For more information:
http://federalevents.com/ishs/.

28 Jun – 2 Jul
04

Intelligence Support to Information Operations Course is being taught at the Joint Military Intelligence
Training Center, Defense Intelligence Agency. The objective of this course is to educate U.S. government and
military personnel in Information Operations with primary emphasis on Intelligence Support to IO to enhance
students' background and understanding of the nature, evolving concepts, and implications of IO in Joint
Operations. Specifically, the course focuses on teaching approved Joint Doctrine and Policy as they apply to
the operational level of joint warfare. Students will receive a foundation in Computer Network Operations,
joint and service perspectives, intelligence community support to IO, legal implications, roles and initiatives
and implications of IO for the field of intelligence. This course is particularly relevant as an introductory
course for those serving in operational or intelligence positions that support information operations,
intelligence and information operations planning. Participants must have a TS//SI clearance. For more
information contact the Course Manager, Greg Harper at (202) 231- 1274.

29-30 Jun 04 Blue Force Tracking: Situational Awareness will be held at the Hamilton Crowne Plaza Hotel, WASH DC.
Operation Iraqi Freedom clearly demonstrated the benefits of blue force tracking, which allows commanders
to determine the location of friendly forces on the battlefield. Blue force tracking systems have already proven
their value in reducing the incidence of fratricide: ground forces in Iraq using the Force XXI Battle Command
Brigade and Below tactical communications system have had no friendly fire deaths.   This conference will
discuss how services are using blue force tracking and what benefits are being delivered to the warfighter, as
well as exploring the promising future of this technology.  For more information:  http://www.idga.org/cgi-
bin/templates/singlecell.html?topic=233&event=4816

30 Jun 04 Army IT Day  The theme this year is “Army at War: Relevant & Ready Through Technology” and is being
held at the McLean Hilton in Tysons Corner, VA from 8:00a.m. – 6:00 p.m.  For more information and online
registration:  http://www.afceanova.org/events/armyitday

11-25 Jul 04 Information Operations (IRH) Course – ID:  NGB-AIS-IRH  This course can be taken at any web
accessible location at the times outlined in the Army Training Resources and Requirements System, ATRRS.
This course is designed to take a National Guard CERT from implementation to full operation by explaining
how to organize, manage and employ a CERT.  Students are strongly encouraged to use a commercial ISP to
connect to the web site for the course.  Students must contact the IO Training Battalion to get a password and
user ID for the course.  Attendees must have completed IO101.  Mentors/instructors are logged onto the IRH
course for many hours during the course.  For further information: http://www.vtguard.com/IO/index.htm or
call (802) 485-1933. Course can be located in Army Training Requirements and Resource System (ATRRS)
under School Code 1019.
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12 Jul 04 SOUTHCOM HQ Computer Security Day is being held at USSOUTHCOM, Miami, FL.  SOUTHCOM
HQ Computer Security Day will take place at USSOUTHCOM HQ and will include personnel from
USSOUTHCOM HQ as well as contractor personnel. The lectures taking place at this event complete a
training requirement for the personnel located at USSOUTHCOM. Because personnel are required to
participate at this event, we anticipate the corresponding Technology Expo to have excellent attendance.  For
more information:  http://www.fbcinc.com/event.asp?eventid=Q6UJ9A00777V

12 – 23 Jul 04 Joint Information Warfare Staff and Operations Course (JIWSOC).  Class S-04-7 will be held at the
Joint Forces Staff College (JFSC), Norfolk, VA.  The JIWSOC is designed to educate individuals assigned or
en route to an Information Operations cell on a Unified Command or JTF staff.  The course is also highly
suitable for individuals involved in IO issues assigned to a DoD Agency, Chairman Sponsored Activity, or
Service Component supporting a Combatant Commander.  The course provides broad exposure to IO and IW
through staff lectures, seminars, case studies, panel discussions, guest speakers, and practical applications.
The course is taught at the TS/SCI level.  POC unclassified email: JCIWS-IW-QUOTA@jfsc.ndu.edu.
Additional IW Division information is available at the JCIWS unclassified web page:
http://www.jfsc.ndu.edu/schools_programs/jciws/iw/default.asp

12-30 Jul 04 FA30 Information Operations Qualification Course.  Will be held at Fort Leavenworth, KS.  Course is
designed to train FA 30 officers for initial assignments in IO.  The course includes an in-depth study of IO,
including the elements of offensive and defensive IO.  These elements are studied from the perspective of the
FA 30 officer, who has integration, coordination, and synchronization responsibilities.  Special emphasis is
placed on IO planning and planning products, as well as attendant decision support tools available to the IO
officer.  Students hone their planning skills and demonstrate their knowledge of IO in a series of practical
exercises (PEs) and product development exercises.  This educational experience prepares IO officers for
assignments at tactical and operational echelons where they are expected to coordinate, integrate, plan, and
execute IO.  A distance-learning phase is a prerequisite to this course and opens approximately 90 days prior
to the resident phase.  Limited seating is available to active, reserve and National Guard FA30 officers. POC:
Mr Stephen Becker (913) 684-3089; DSN: 552-3089; beckers@leavenworth.army.mil

13-15 Jul 04 Do It Yourself Vulnerability Assessment Program (DITYVAP) Certification Training at Cobb Hall,
Fort Gordon, GA. The goal of DITYVAP is to provide unit and command level systems and network
administrators with certification training and an organic capability to perform self-assessments on
internal networks. Training, state-of-the-art vulnerability assessment tools and techniques and other
technical support is provided by RCERT-South with the ACERT-CDAB as the central authority. For
more information, visit the RCERT-South Web site at http://www.rcert-s.army.mil

15-16 Jul 04 Military Satellites 2004 is a two-day conference highlighting applications of satellite systems for the military.
It will be held at the Thistle Marble Arch Hotel in London, UK.  Operation Desert Storm in 1991 saw the first
real operational use of satellites. Since then, the influence of satellite applications has grown so much, that in
Operation Iraqi Freedom, military forces were completely dependant on the technology they provided.
IQPC's Military Satellite conference brings you a world-class speaker panel touching on all aspects of satellite
systems today. This is an exceptional opportunity to see the potential of satellite systems and to investigate
areas for future business.  For more information:  http://www.idga.org/cgi-
bin/templates/document.html?topic=228&event=4909&document=40938

26 – 30 Jul 04 Joint Information Operations Planning Course (JIOPC).  Class P-04-2 (follows S-04-7) will be held at the
Joint Forces Staff College (JFSC), Norfolk, VA.  The JIOPC is designed to explore in-depth IO planning.  The
course is structured around a practical exercise that requires the students to perform as IO planners on the staff
of a Unified Commander, producing the IO portions of an OPLAN. The course is designed to be a graduate-
level follow-on to the JIWSOC.  The course is taught at the SECRET/NOFORN level, but discussions may
reach the TS/SCI level.  POC unclassified email: JCIWS-IW-QUOTA@jfsc.ndu.edu. Additional IW
Division information is available at the JCIWS unclassified web page:
http://www.jfsc.ndu.edu/schools_programs/jciws/iw/default.asp.
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27-28 Jul 04 Perspectives on C2 Assessment: Theory & Practice Information and intelligent C2 systems are key to the
success of the warfighter. The effective C2 system must enable the warfighter to combine all aspects of
warfare - intelligence, operations, battle damage assessment, logistics - and communicate this information
with the joint forces at all echelons.  Additionally, a carefully assessed C2 strategy can leverage new
warfighting capabilities to the combatant commanders, rendering fewer unknowns, environmental flexibility
and a reduced staff. Attend IDGA's 2-day seminar and learn how to: Analyze C2 theory, doctrine and
applications, Improve the practice of command and control, take full advantage of existing technologies in this
age of information superiority, and develop a methodology for effective C2 assessment strategies, risk & cost
planning, and reporting tactics.  For more information:  http://www.idga.org/cgi-
bin/templates/singlecell.html?topic=222&event=5012

27-28 Jul 04 Military Training & Simulation 2004 in Singapore builds on the success of a global series of premier
forums dedicated to optimizing training & simulation strategies for the military. This forum will address ways
to significantly increase impact of learning through the use of experimentation and simulation so as to drive
effective decision-making and mission readiness. Confirmed speakers include: Dr Dexter Fletcher, Institute
for Defence Analysis, Office of the Under Secretary of Defence, US DoD, Colonel Robert Sweeney, Chief
Training & Readiness Division, US Pacific Command and Lieutenant Colonel John Boswell Director Army
Training, New Zealand Army.  For more details:  www.iqpc.com.sg/AS-665/f6

27-29 Jul 04 Joint Senior Psychological Operations Course (JSPOC) The Joint Senior Psychological Operations Course
(JSPOC) will be held at the Joint Special Operations University, Hurlburt Field, FL.  The JSPOC is designed
to prepare senior officers (O-6 and above) and civilian equivalents with an understanding of and practical
applications for the core SOF task of psychological operations (PSYOP).  It is suitable for experienced
PSYOP personnel, SOF decision-makers, as well as theater planners.  This executive education seminar
concentrates on PSYOP Task Force operations as well as employment of other force modules.  Selected
presentations are at the TS/SCI level.  The nomination form and seminar description is located on the
webpage at: http://www.hurlburt.af.mil/jsou. Other inquiries may be addressed to unclassified email:
jsou.jspoc@hurlburt.af.mil

28-29 Jul 04 2004 U.S. Department of Homeland Security Security Conference at the Sheraton Inner Harbor,
Baltimore, Maryland is hosted by the Department of Homeland Security’s (DHS) Information Security Office.
The main purpose of this conference is to provide an educational training and information-sharing forum for
DHS security personnel. The event will focus on providing employees who are involved in the secure
operation of data communication networks, facilities management, personnel security, information system
development, and other aspects of information assurance the opportunity to review requirements and receive
training together.  For more information:  http://www.fbcinc.com/event.asp?eventid=Q6UJ9A007OXB

2-13 Aug 04 Information Operations Capabilities, Application and Planning Course (IOCAP) The IOCAP is an
unclassified 80 hour course conducted in a classroom environment.  Focus of training is application of full
spectrum IO (planning, coordinating, executing, and assessing) as a member of an Army IO cell in both
simulated deliberate and crisis action planning environments.  Course prerequisites are a current Secret
clearance and completion of the IO-101 CBT.  Course is open to military personnel (Pay grade E-6 and
above), DOD civilians and selected civilians and contractors.  Point of Contact is Mr. Carlos Chipres, Com
(703) 706-1409, DSN 235-1409, email crchipr@1stiocmd.belvoir.army.mil

3-6 Aug 04 Joint Information Operations Senior Seminar (JIOSS)  The Joint Information Operations Senior Seminar
(JIOSS) will be held at the Joint Special Operations University, Hurlburt Field, FL.  The JIOSS is designed to
prepare O-6 and above (or civilian equivalents) for leadership responsibilities in the planning and execution of
information operations.  A discussion forum for senior SOF decision-makers and others involved in IO who
enable SOF missions, this executive seminar is also suitable for representatives from other headquarters and
theater staffs.  Nationally known guest lecturers and representatives from major commands lead virtually all
presentations.  Participants are challenged to explore and discuss different perspectives on IO and how it
should be implemented by the DoD and SOF.   Discussion and presentation is at the TS/SCI level.  The
nomination form and seminar description is located on the webpage at: http://www.hurlburt.af.mil/jsou. Other
inquiries may be addressed to unclassified email: jsou.jioss@hurlburt.af.mil.
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7–21 Aug 04 CERT Operational Training Experience (OTE)  - ID:  NGB-AIS-OTE.  A 14-day training program held
at the Vermont Regional Training and Technology Center in Northfield, VT trains Computer Emergency
Response Teams (CERTs) in support of Information Operations. This course is designed to train students to
protect networks by constructing multiple layers of computer network defense in depth.  Additionally, there is
a three-day hands-on situational training exercise (STX).   Students must complete information operations
IO101 and IRH prior to attending.  Students must have network and system administration experience in
either WINNT or UNIX.   For further information: http://www.vtguard.com/IO/index.htm or call (802) 485-
1933.  Course can be located in the Army Training Requirements and Resource System (ATRRS) under
School Code 1019.

9–20 Aug 04 Information Operations (210) Course  - ID:  NGB-AIS-IO  (210) – Resident instruction held at the
Vermont Regional Training and Technology Center in Northfield, VT.  This 11 day class trains Field Support
Team (FST) members to plan Information Operations (IO) using the Army’s Military Decision-Making
Process (MDMP). The course is presented in two blocks.  Block I reacquaints students with the elements of
IO, thoroughly familiarizes them with MDMP, and teaches students how to employ MDMP for IO planning.
Block II, requires students to apply the knowledge and skills acquired during Block I as they plan IO under
more realistic and stressful conditions. Prerequisites:  Must complete Information Operations 101 prior to
attending.    For further information: http://www.vtguard.com/IO/index.htm or call (802) 485-1933. Course
can be located in Army Training Requirements and Resource System (ATRRS) under School Code 1019.

16 Aug 04 Naval Information Warfare Staff and Operations Course  (NIWSOC) at CIN: A-2G-0116  being held at
FIWC, IWTF,  Norfolk, VA.  CIN: A-2G-0116 - Class number FY0406- Graduates 16 AUG  04.  The course
mission is to prepare those personnel assigned or enroute to Information Operations (IO) assignments on a
Naval Component, Afloat or Shore Staff. It is also suitable for individuals involved in IO as Naval
representatives assigned to DoD or other U.S. government agencies or service component headquarters. The
course provides students with the fundamental knowledge and skills to conduct Naval IO. The course
emphasizes practical application and recent experiences that may be applied to current challenges. Topics
include: Core elements and supporting activities of IO; IO policy, doctrine, and organization; IO capabilities
and related activities; IO planning and targeting; and Naval-specific considerations. Students are required to
demonstrate their learning by successfully completing an end of course examination and through participation
in comprehensive practical exercises that are integrated throughout the course. Some students may be asked to
provide presentations on IO/IW operations and organization in the activity to which they are assigned.   Four
quotas per class reserved for USMC.  For directions visit http://www.fiwc.navy.mil/info/directions.shtml.
Course schedules and Curriculum outline can be viewed at
http://ekm.netwarcom.navy.smil.mil/n92/NIWSOC.htm

16-20 Aug 04 Information Operations Fundamentals Course FY04-04060   To be held at EWTGLANT, Little Creek
NAB, Norfolk, VA. Course available to all officer or enlisted personnel of any branch of service involved in
the operational planning of units for employment as expeditionary forces, and to civilian personnel from
DOD, State Department, and intelligence agencies/organizations, who participate in the planning and/or
mission execution of expeditionary forces.  The course provides a fundamental knowledge of the strategy,
concepts, major capabilities and associated methodologies of IO that will enable the student to successfully
integrate IO into the expeditionary warfare environment.  A Secret clearance is required.  Quotas may be
requested via homepage: www.ewtglant.navy.mil   http://www.ewtglant.navy.mil , call DSN 253-7343,
COML: (757) 462-7343, or email at  QUOTAS@EWTGLANT.NAVY.MIL  mail to:
QUOTAS@EWTGLANT.NAVY.MIL POC is Major Sanders (IO Course Manager):  DSN: 253- 8685,
COML: (757) 462-8685 or GySgt Durham (IO Senior Instructor): DSN 253-7748, COML: (757) 462-7748.

16-20 Aug 04 Military Deception Planners Seminar (MDPS) The MDPS is a 40 hour course designed to train individuals
on the fundamentals of Military Deception planning in support of land component commanders.  This training
is conducted in a classroom environment using classified materials and involving discussions up to the Secret
collateral classification level.  Course prerequisites are a current Secret clearance.  Point of Contact is Mr
Carlos Chipres, Com (703) 706-1409, DSN 235-1409, email crchipr@1stiocmd.belvoir.army.mil
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17-19 Aug 04 Do It Yourself Vulnerability Assessment Program (DITYVAP) Certification Training at Cobb Hall,
Fort Gordon, GA. The goal of DITYVAP is to provide unit and command level systems and network
administrators with certification training and an organic capability to perform self-assessments on
internal networks. Training, state-of-the-art vulnerability assessment tools and techniques and other
technical support is provided by RCERT-South with the ACERT-CDAB as the central authority. For
more information, visit the RCERT-South Web site at http://www.rcert-s.army.mil

23-27 Aug 04 Joint Psychological Operations Course (JPOC) The Joint Psychological Operations Course will be held at
the US Air Force Special Operations School/Joint Special Operations University, Hurlburt Field, FL.  The
JPOC is designed to educate U.S. military personnel, E-4 through O-5, and civilian equivalents whose duties
require an understanding of joint psychological operations (PSYOP).  It is suitable for SOF, force protection,
intelligence personnel and those who require a solid understanding and appreciation of joint PSYOP
capabilities.  The course provides participants with fundamental knowledge of PSYOP policy, doctrine, and
supporting organizations and capabilities.  Additionally, experienced PSYOP personnel may benefit from
presentations that highlight PSYOP application during current operations and in support of Theater Security
Cooperation Plans. The course includes selected presentations at the collateral Secret level. The course
description is located on the Course Webpage at: http://www.hurlburt.af.mil/jsou. Other inquiries may be
addressed to unclassified email: jsou.jpoc@hurlburt.af.mil.

30 Aug – 3 Sep
04

DOIM/AKM Conference will be held at the Greater Fort Lauderdale/Broward County Convention Center
Fort Lauderdale, Florida.  The 2004 DOIM/AKM Conference is the premier forum to bring Government and
Industry together to openly communicate commercial best business practices and government
implementations.  For questions: Pease contact Donna Sliwinski at (703) 631-6128 or (800) 336-4583, ext.
6128 or e-mail dsliwinski@afcea.org.

30 Aug-3 Sep
04

Special Operations Forces Information Operations Planners Course (SOF IOPC)  The SOF Information
Operations Planners Course (SOF IOPC) will be held at the Joint Special Operations University, Hurlburt
Field, FL.  The SOF IOPC is designed to educate SOF commissioned officers, NCOs, and DoD civilians
involved in IO and currently serving or enroute to a Theater Special Operations Command (SOC), Joint SOC,
or JSOTF staff.  It is suitable representatives from other headquarters and theater staffs who enable SOF.  The
course provides participants with fundamental knowledge of IO policy architecture and supporting
organizations and capabilities.  The course highlights planning processes for IO capabilities and intelligence
products and services that facilitate IO.  Participants will complete a practical application followed but case
studies of current operations as well as a demonstration of automated planning tools.  This nominative course
is taught at the TS/SCI level.  The nomination form and course description is located on the Course Webpage
at: http://www.hurlburt.af.mil/jsou. Other inquiries may be addressed to unclassified email:
jsou.sofiopc@hurlburt.af.mil.

7-9 Sep 04 4th International Common Criteria Conference is being held at Folkets Hus, Stockholm, Sweden.  This
year, the conference will not target only the technical aspects of the Common Criteria as the most important
worldwide standard for evaluating IT-security. It will also address topics as the financial and marketing
aspects of using Common Criteria when e.g. developing new products with inherent security. And we will
discuss advantages for organizations in both the private and public sector. Trust in your products and systems
- soft- or hardware, is a major factor for gaining market shares.  For more information:
http://www.iccconference.com/

11–25 Sep 04 CERT Operational Training Experience (OTE)  - ID:  NGB-AIS-OTE.  A 14-day training program held
at the Vermont Regional Training and Technology Center in Northfield, VT trains Computer Emergency
Response Teams (CERTs) in support of Information Operations. This course is designed to train students to
protect networks by constructing multiple layers of computer network defense in depth.  Additionally, there is
a three-day hands-on situational training exercise (STX).   Students must complete information operations
IO101 and IRH prior to attending.  Students must have network and system administration experience in
either WINNT or UNIX.   For further information: http://www.vtguard.com/IO/index.htm or call (802) 485-
1933.  Course can be located in the Army Training Requirements and Resource System (ATRRS) under
School Code 1019.
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14 – 24 Sep 04 Joint Information Warfare Staff and Operations Course (JIWSOC).  Class S-04-8 will be held at the
Joint Forces Staff College (JFSC), Norfolk, VA.  The JIWSOC is designed to educate individuals assigned or
en route to an Information Operations cell on a Unified Command or JTF staff.  The course is also highly
suitable for individuals involved in IO issues assigned to a DoD Agency, Chairman Sponsored Activity, or
Service Component supporting a Combatant Commander.  The course provides broad exposure to IO and IW
through staff lectures, seminars, case studies, panel discussions, guest speakers, and practical applications.
The course is taught at the TS/SCI level.  POC unclassified email: JCIWS-IW-QUOTA@jfsc.ndu.edu.
Additional IW Division information is available at the JCIWS unclassified web page:
http://www.jfsc.ndu.edu/schools_programs/jciws/iw/default.asp

20-21 Sep 04 Gartner IT Security Summit 2004 at the Landmark Hotel in London.  IT security has never had a higher
profile – ever more frequently front page news. Each year the threats diversify, and each year we refine our
responses.  But where will your next weak spots emerge? Uncertainty means business case and ROI are
difficult to quantify. Convergence, such as apps with embedded security, poses its own integration challenges.
We examine in depth the strategies that are key to acquiring, measuring, implementing and managing
effective IT security today.  Registration Post: Gartner Registration Office, PO Box, Hampshire,  TW20 9AW,
United Kingdom, Registration Email: gg@delegate.com  Gartner Contact:  Pat Pearce –
Tel:+44 (0) 1784 488 999, Fax:+44 (0) 1784 488 980, Email: pat.pearce@gartner.com.  Pricing Details:
Early Bird  €1795,  Standard €2095, Exclusive of VAT @ 17.5%

20-23 Sep 04 New Security Paradigms Workshop 2004   For twelve years the New Security Paradigms Workshop
(NSPW) has provided a stimulating and highly interactive forum for innovative approaches to computer
security. The workshop offers a constructive environment for experienced researchers and practitioners as
well as newer participants in the field. The result is a unique opportunity to exchange ideas.  NSPW 2004 will
take place at the White Point Beach Resort located on the southern shore of beautiful Nova Scotia. The resort
can be reached by air via Halifax or by ferry from Portland, Maine.  For more information:
http://www.nspw.org/current/

20-23 Sep 04 2004 Symposium: Network Centric Operations "Ground, Air Sea and Space" will be held in Atlantic
City, N.J.  This symposium will address the GIG/NETOPS/BFN/LandWarNet planning and status,
technological advances, and the impact on users abroad and in the homeland. Session topics include:
Warfighter Network Centric Operations, Network Centric Technology, and The Impact of Network Centric
Operations on Homeland Security and on the battlefield.   For more information:
http://www.netcentricops04.com/

21-23 Sep 04 Do It Yourself Vulnerability Assessment Program (DITYVAP) Certification Training at Cobb Hall,
Fort Gordon, GA. The goal of DITYVAP is to provide unit and command level systems and network
administrators with certification training and an organic capability to perform self-assessments on
internal networks. Training, state-of-the-art vulnerability assessment tools and techniques and other
technical support is provided by RCERT-South with the ACERT-CDAB as the central authority. For
more information, visit the RCERT-South Web site at http://www.rcert-s.army.mil

27-29 Sep 04 2004 Expo The Association of the U.S. Army (AUSA) and the U.S. Army Europe (USAREUR)
are pleased to announce that the 2004 Expo will be held at the Village Pavilion (Conference Center Tent
Complex), Patrick Henry Village, Heidelberg Germany, 27-29 September 2004.

28-29 Sep 04 Electronic Warfare 2004 in London UK.   The theme of the conference is Examining the requirements,
doctrine and systems that will prove crucial to EW dominance in the Future Joint Battlespace.  Conference
highlights include:  Latest international requirements for Joint EW Operations, analysis of how learnings from
recent conflicts are impacting future plans and doctrine, focus on key platforms, programs and technologies
including the EA-18G, Chinook, DIRCM, Nulka and MoDAS, dedicated sessions on protection for civil
aircraft, and tailored networking opportunities to promote international partnerships
For more information:  http://www.idga.org/cgi-
bin/templates/document.html?topic=228&event=5134&document=42304
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28-29 Sep 04 DoD Architectures - Framework, Development & Implementation  IDGA is proud to announce our 2nd
Conference on DoD Architectures. This event was developed as a direct response to feedback from our past
conference attendees regarding the continuing need for a training forum that presents all of the changes,
updates and revisions to architecture development in the Department of Defense. The main focus of this
briefing will be the implementation of Enterprise Architectures for the DoD. Building on the success of our
February 2004 meeting, which attracted over 250 senior members of the defense community, attendance at
this conference will enable people to discuss implementing the necessary tools and processes for a compliant,
effective architecture.  For further information and registration:  http://www.idga.org/cgi-
bin/templates/singlecell.html?topic=233&event=5158

30 Sep – 3 Oct
04

Attend InfowarCon 2003 is being held at the Renaissance Washington DC Hotel, Washington , D.C.
InfowarCon gives you access to the most advanced, most effective technologies and strategies for protecting
your shared infrastructures from external and internal attacks.  Join military leaders, political forces,
academics, and industry captains from around the globe and arm yourself with the tactics you need to detect,
react to, and protect against cyber attacks. Listen to the cutting-edge concepts of the latest on-going initiatives
in the Homeland Security and Critical Infrastructure Protection communities. Learn the practices that
are relevant and necessary for Information Warfare practitioners and policy makers.   For more information:
http://www.infowarcon.com/app/homepage.cfm?appname=100206&moduleid=451&campaignid=338&i
UserCampaignID=718381

5-7 Oct 04 22nd Command, Control, Communications, Computers &  Intelligence Systems Technology (C4IST) is
being held at Fort Huachuca, AZ.  This annual event provides an ethical forum where Government and
Industry can come together to demonstrate and discuss the latest C4I technologies, products and services. For
more conference and exhibition details:  http://www.laser-options.com/afcea/Default.asp

14-15 Oct 04 Technet Europe 2004 in Rome, Italy.  The theme is aimed at business continuity. Businesses today, in
whatever sector, are totally reliant on computers and the internet for their daily transactions. But, in an
increasingly uncertain world, businesses need to be prepared for events that may happen without warning thus
creating major disruption. Anything From a computer virus to a terrorist attack, even fire, flood, or
straightforward theft - of ideas as much as equipment - can lead to lost initiatives, spiraling costs, dented
reputations and eventually business or mission failures. Continuity must be an essential element of any
business or operational plan. TechNet Europe 04 will therefore be about business continuity - and will seek to
develop "an ABC
for defense."

26-27 Oct 04 Federal Information Assurance Conference (FIAC) 2004  is being held in the University of Maryland
University College Inn and Conference Center in Adelphi, MD.  The 4th Annual FIAC is a unique event -
designed specifically to meet the real-world information assurance needs of the Federal Government and its
workforce. This two-day event will provide a clearinghouse of useful information and educational
opportunities for Federal managers, security practitioners, acquisition and procurement officials, accreditors,
network and systems administrators, systems security officers, and certifiers. Bringing together a variety of
resources from government, industry, and academia, the conference will showcase key information assurance
programs and services being offered by the Federal Government, important information assurance
technologies being produced by industry, and significant security policies and the planning and training
necessary for their implementation.  To learn more about FIAC, visit www.fbcinc.com/fiac.

31 Oct – 3 Nov
04

Milcom 2004 (Military Communications Conference is being held at the Monterey Conference Center in
Monterey, CA. It will focus on capabilities enabled by harnessing the power of new and emerging
communications and information systems technologies.   For over 20 years, MILCOM has been the premier
international conference for military communications.  It attracts the best and brightest with high-level
attendance from government, military, industry and academia from around the world. For more information
on exhibiting and registering:  http://www.milcom.org/index.htm
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1-5 Nov 04 Information Operations Fundamentals Course FY05-05010   To be held at EWTGLANT, Little Creek
NAB, Norfolk, VA. Course available to all officer or enlisted personnel of any branch of service involved in
the operational planning of units for employment as expeditionary forces, and to civilian personnel from
DOD, State Department, and intelligence agencies/organizations, who participate in the planning and/or
mission execution of expeditionary forces.  The course provides a fundamental knowledge of the strategy,
concepts, major capabilities and associated methodologies of IO that will enable the student to successfully
integrate IO into the expeditionary warfare environment.  A Secret clearance is required.  Quotas may be
requested via homepage: www.ewtglant.navy.mil   http://www.ewtglant.navy.mil , call DSN 253-7343,
COML: (757) 462-7343, or email at  QUOTAS@EWTGLANT.NAVY.MIL  mail to:
QUOTAS@EWTGLANT.NAVY.MIL POC is Major Sanders (IO Course Manager):  DSN: 253- 8685,
COML: (757) 462-8685 or GySgt Durham (IO Senior Instructor): DSN 253-7748, COML: (757) 462-7748.

8-10 Nov 04 Computer Security Institute's 31st Annual Conference and Exhibition at the Marriott Wardman Park
Washington, D.C.  The CSI Annual (also referred to as 'CSI Fall') has set the industry standard for the last 31
years and still continues to grow. It features a comprehensive program that covers a full range of security
issues from Managerial to Technical, including product specific solutions, telecommunications, wireless,
advanced technology, remote access, intrusion detection, computer crime, risk  management, and much more.
For more information:  https://www.cmpevents.com/csi31/a.asp?option=N

5-7 Dec 04 The 2004 Homeland Security Solutions Summit is being held at the Sheraton Imperial Hotel and Convention
Center
Research Triangle Park, NC.  This conference will bring together experts from the international private and public
sectors in a unique summit to be held in the heart of the technology hotbed of Research Triangle Park. Summit
delegates comprise 500 to 700 leaders from government, business, and academia.  For more information:
http://www.ozonelink.com/summit04.asp

24-28 Jan 05 Information Operations Fundamentals Course FY05-05020   To be held at EWTGLANT, Little Creek
NAB, Norfolk, VA. Course available to all officer or enlisted personnel of any branch of service involved in
the operational planning of units for employment as expeditionary forces, and to civilian personnel from
DOD, State Department, and intelligence agencies/organizations, who participate in the planning and/or
mission execution of expeditionary forces.  The course provides a fundamental knowledge of the strategy,
concepts, major capabilities and associated methodologies of IO that will enable the student to successfully
integrate IO into the expeditionary warfare environment.  A Secret clearance is required.  Quotas may be
requested via homepage: www.ewtglant.navy.mil   http://www.ewtglant.navy.mil , call DSN 253-7343,
COML: (757) 462-7343, or email at  QUOTAS@EWTGLANT.NAVY.MIL  mail to:
QUOTAS@EWTGLANT.NAVY.MIL POC is Major Sanders (IO Course Manager):  DSN: 253- 8685,
COML: (757) 462-8685 or GySgt Durham (IO Senior Instructor): DSN 253-7748, COML: (757) 462-7748.

21-25 Mar 05 Information Operations Fundamentals Course FY05-05030   To be held at EWTGLANT, Little Creek
NAB, Norfolk, VA. Course available to all officer or enlisted personnel of any branch of service involved in
the operational planning of units for employment as expeditionary forces, and to civilian personnel from
DOD, State Department, and intelligence agencies/organizations, who participate in the planning and/or
mission execution of expeditionary forces.  The course provides a fundamental knowledge of the strategy,
concepts, major capabilities and associated methodologies of IO that will enable the student to successfully
integrate IO into the expeditionary warfare environment.  A Secret clearance is required.  Quotas may be
requested via homepage: www.ewtglant.navy.mil   http://www.ewtglant.navy.mil , call DSN 253-7343,
COML: (757) 462-7343, or email at  QUOTAS@EWTGLANT.NAVY.MIL  mail to:
QUOTAS@EWTGLANT.NAVY.MIL POC is Major Sanders (IO Course Manager):  DSN: 253- 8685,
COML: (757) 462-8685 or GySgt Durham (IO Senior Instructor): DSN 253-7748, COML: (757) 462-7748.



14

2-6 May 05 Information Operations Fundamentals Course FY05-05040   To be held at EWTGLANT, Little Creek
NAB, Norfolk, VA. Course available to all officer or enlisted personnel of any branch of service involved in
the operational planning of units for employment as expeditionary forces, and to civilian personnel from
DOD, State Department, and intelligence agencies/organizations, who participate in the planning and/or
mission execution of expeditionary forces.  The course provides a fundamental knowledge of the strategy,
concepts, major capabilities and associated methodologies of IO that will enable the student to successfully
integrate IO into the expeditionary warfare environment.  A Secret clearance is required.  Quotas may be
requested via homepage: www.ewtglant.navy.mil   http://www.ewtglant.navy.mil , call DSN 253-7343,
COML: (757) 462-7343, or email at  QUOTAS@EWTGLANT.NAVY.MIL  mail to:
QUOTAS@EWTGLANT.NAVY.MIL POC is Major Sanders (IO Course Manager):  DSN: 253- 8685,
COML: (757) 462-8685 or GySgt Durham (IO Senior Instructor): DSN 253-7748, COML: (757) 462-7748.

20-24 Jun 05 Information Operations Fundamentals Course FY05-05050   To be held at EWTGLANT, Little Creek
NAB, Norfolk, VA. Course available to all officer or enlisted personnel of any branch of service involved in
the operational planning of units for employment as expeditionary forces, and to civilian personnel from
DOD, State Department, and intelligence agencies/organizations, who participate in the planning and/or
mission execution of expeditionary forces.  The course provides a fundamental knowledge of the strategy,
concepts, major capabilities and associated methodologies of IO that will enable the student to successfully
integrate IO into the expeditionary warfare environment.  A Secret clearance is required.  Quotas may be
requested via homepage: www.ewtglant.navy.mil   http://www.ewtglant.navy.mil , call DSN 253-7343,
COML: (757) 462-7343, or email at  QUOTAS@EWTGLANT.NAVY.MIL  mail to:
QUOTAS@EWTGLANT.NAVY.MIL POC is Major Sanders (IO Course Manager):  DSN: 253- 8685,
COML: (757) 462-8685 or GySgt Durham (IO Senior Instructor): DSN 253-7748, COML: (757) 462-7748.

15-19 Aug 05 Information Operations Fundamentals Course FY05-05060   To be held at EWTGLANT, Little Creek
NAB, Norfolk, VA. Course available to all officer or enlisted personnel of any branch of service involved in
the operational planning of units for employment as expeditionary forces, and to civilian personnel from
DOD, State Department, and intelligence agencies/organizations, who participate in the planning and/or
mission execution of expeditionary forces.  The course provides a fundamental knowledge of the strategy,
concepts, major capabilities and associated methodologies of IO that will enable the student to successfully
integrate IO into the expeditionary warfare environment.  A Secret clearance is required.  Quotas may be
requested via homepage: www.ewtglant.navy.mil   http://www.ewtglant.navy.mil , call DSN 253-7343,
COML: (757) 462-7343, or email at  QUOTAS@EWTGLANT.NAVY.MIL  mail to:
QUOTAS@EWTGLANT.NAVY.MIL POC is Major Sanders (IO Course Manager):  DSN: 253- 8685,
COML: (757) 462-8685 or GySgt Durham (IO Senior Instructor): DSN 253-7748, COML: (757) 462-7748.
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